
 
 



 

 

 

 

 
Comment on CAP from Michigan Office of the Auditor General (02/12/2024, 3:05 PM) 
SOM Technical Standard 1340.00.110.01 states, when required based on data classification, the organization tracks, 
documents, and verifies media sanitization and disposal.  Without procedures to determine whether devices contain 
hard drives or stored data, DTMB cannot ensure compliance with this Standard.  While DTMB asserts the devices are 
encrypted, the Standard does not eliminate or change the requirement based on whether or not devices are encrypted. 

 
Comment on CAP from Michigan Office of the Auditor General (02/12/2024, 3:05 PM) 
This statement is misleading as DTMB's decision to assume the risk does not align with its own SOM Technical 
Standard 1340.00.110.01.   

Comment on CAP from Michigan Office of the Auditor General (02/12/2024, 3:05 PM) 
SOM Technical Standard 1340.00.110.01 states agencies are to physically control and securely store digital media 
within controlled areas using safeguards prescribed for the highest system security level of the information ever 
recorded or contained on it and protects this media until it is destroyed or sanitized.  The Standard does not eliminate 
this requirement based on whether or not devices are encrypted.   

 
Comment on CAP from Michigan Office of the Auditor General (02/12/2024, 3:05 PM) 
Laptops, PCs, and other larger devices which may contain confidential information are stacked on pallets, unsecured 
in the salvage area of the warehouse. 



 



 

 


